
NW FITNESS GROUP, INC PRIVACY POLICY 
This Privacy Policy describes how your personal information is collected, used, 
and shared when you visit or make a purchase from nicolewilkins.com (the 
“Site”). 
  
PERSONAL INFORMATION WE COLLECT 
When you visit the Site, we automatically collect certain information about your 
device, including information about your web browser, IP address, time zone, 
and some of the cookies that are installed on your device. Additionally, as you 
browse the Site, we collect information about the individual web pages or 
products that you view, what websites or search terms referred you to the Site, 
and information about how you interact with the Site. We refer to this 
automatically-collected information as “Device Information.” 
Certain information may be collected from you automatically when you access 
and use the Site. For example, we and third parties may use Tracking 
Technologies (defined below) to collect Usage Information (defined below) based 
on your Device Identifier (defined below) for a variety of purposes, including 
tracking, targeting, and advertising, which may include activities across time and 
third party locations. 
We and our third-party service providers may use a variety of technologies that 
automatically (or passively) collect and store certain information whenever you 
visit or interact with the Site (“Usage Information”). This Usage Information may 
be stored or accessed using a variety of technologies that may be downloaded to 
your personal computer, browser, laptop, tablet, mobile phone or other device (a 
“Device”) whenever you visit or interact with our Site. Usage Information may be 
non identifying or may be associated with you. 
Whenever we associate Usage Information with your Personal Information, we 
will treat it as Personal Information. This Usage Information may include: 
• your IP address, UDID or other unique identifier (“Device Identifier”). A Device 
Identifier is a number that is automatically assigned to your Device used to 
access the Site, and our computers identify your Device by its Device Identifier; 
• your Device functionality (including browser, operating system, hardware, 
mobile network information); 
• the URL that referred you to our Site; 
• the areas within our Site that you visit and your activities there, including 
remembering you and your preferences; 
• your Device location; 
• your Device characteristics; and 
• certain other Device data, including the time of day, among other information. 
We may use various methods and technologies to collect and store Usage 
Information (“Tracking Technologies”). Tracking Technologies may set, change, 
alter or modify settings or configurations on your Device. A few of the Tracking 
Technologies include, without limitation, the following (and subsequent 
technology and methods later developed): 
  



COOKIES 
A cookie is a data file placed on a Device when it is used to visit the Site. A Flash 
cookie (or locally shared object) is a data file placed on a Device via the Adobe 
Flash plug-in that may be built-in to or downloaded by you to your Device. 
HTML5 cookies can be programmed through HTML5 local storage. Unlike Flash 
cookies, HTML5 cookies do not require a plug-in. 
Regular cookies may generally be disabled or removed by tools that are 
available as part of most commercial browsers, and in some but not all instances 
can be blocked in the future by selecting certain settings. Each browser you use 
will need to be set separately and different browsers offer different functionality 
and options in this regard. Also, these tools may not be effective with regard to 
Flash cookies or HTML5 cookies. 
For information on disabling Flash cookies, go to Adobe’s web site 
www.adobe.com. 
Please be aware that if you disable or remove cookies, Flash cookies, or HTML5 
cookies on your Device, some parts of our Site may not function properly, and 
that when you revisit our Site your ability to limit cookies is subject to your 
browser settings and limitations. Cookies help us to improve the Sites and 
Services, and to deliver more personalized service by enabling us to estimate 
audience size and usage patterns; to store information about your preferences; 
to speed up your searches and to recognize you when you return to the Sites or 
use the Services. 
For more information about cookies, and how to disable cookies, 
visit http://www.allaboutcookies.org. 
Most web browsers automatically accept cookies. If you would prefer to prevent 
your computer from accepting cookies, you may follow your Internet browser’s 
steps for doing so. Please note, however, that if you do disable cookies from your 
browser, you may not be able to access certain sections of the Sites or the 
Services. 
  
CONTROL YOUR COOKIE SETTINGS 
Once you have given us your agreement to the use of cookies, we will store a 
cookie on your computer or device to remember this for next time. If you wish to 
withdraw your agreement at any time, you will need to delete our cookies using 
your internet browser settings. You should do this through the browser settings 
for each browser you use. Please be aware that blocking cookies may have a 
negative impact on the usability of our website. However, you can allow cookies 
from specific websites by making them “trusted websites” in your internet 
browser. The following links may assist you in managing your cookies settings, or 
you can use the ‘Help’ option in your internet browser for more details: 
• Internet Explorer: https://support.microsoft.com/en-
gb/help/17442/windows-internet-explorer-delete-manag e-cookies 
• Microsoft Edge: https://privacy.microsoft.com/en-us/windows-10-microsoft-
edge-and-privacy 
• Mozilla Firefox: http://support.mozilla.com/en-US/kb/Cookies 
• Google 



Chrome: http://www.google.com/support/chrome/bin/answer.py?hl=en&ans
wer=95647 
• Safari: https://support.apple.com/kb/ph19214?locale=en_GB 
If you share the use of a computer, accepting or rejecting the use of cookies may 
affect all users of that computer. 
  
WEB BEACONS 
Small graphic images or other web programming code called web beacons (also 
known as “1×1 GIFs” or “clear GIFs”) may be included in our Site’s pages and 
messages. Web beacons may be invisible to you, but any electronic image or 
other web programming code inserted into a page or e-mail can act as a web 
beacon. Web beacons or similar technologies may be used for a number of 
purposes, including, without limitation, to count visitors to the Site, to monitor how 
users navigate the Site, to count how many e-mails that were sent were actually 
opened or to count how many particular articles or links were actually viewed. 
  
EMBEDDED SCRIPTS 
An embedded script is programming code that is designed to collect information 
about your interactions with the Site, such as the links you click on. The code is 
temporarily downloaded onto your Device from our web server or a third party 
service provider, is active only while you are connected to the Site, and is 
deactivated or deleted thereafter. Browser Fingerprinting. Collection and analysis 
of information from your Device, such as, without limitation, your operating 
system, plug-ins, system fonts and other data, for purposes of identification. 
We may use Tracking Technologies for a variety of purposes, including: 
STRICTLY NECESSARY 
We may use cookies or other Tracking Technologies that we consider are strictly 
necessary to allow you to use and access our Site, including cookies required to 
prevent fraudulent activity, improve security or allow you to make use of 
shopping-cart functionality. Performance Related. We may use cookies or other 
Tracking Technologies that are useful in order to assess the performance of the 
Site, including as part of our analytic practices or otherwise to improve the 
content, products or services offered through the Site. 
  
FUNCTIONALITY RELATED 
We may use cookies or other Tracking Technologies that are required to offer 
you enhanced functionality when accessing the Site, including identifying you 
when you visit our Site or keeping track of your specified preferences, including 
in terms of the presentation of content on our Site. 
  
TARGETING RELATED 
We may use Tracking Technologies to deliver content, including ads, relevant to 
your interests on our Site and third party sites based on how you interact with our 
content and ads. This includes using Tracking Technologies to understand the 
usefulness to you of the content and ads that have been delivered to you. Further 
information on this, and your opt-out choices, is found in Section 5 below. 



  
ADS AND INFORMATION ABOUT YOU 
We may use third parties such as network advertisers and ad exchanges to 
serve advertisements across the Internet and may use third party analytics 
service providers to evaluate and provide us and/or third parties with information 
about the use of these ads on third party sites and viewing of ads and of our 
content. Network advertisers are third parties that display advertisements, which 
may be based on your activities across the Internet and mobile media 
(“Behavioral Ads”). Behavioral Ads enable us to target advertisements to you for 
products and services in which we believe you might be interested. 
If you object to receiving Behavioral Ads from us on third party sites, you can 
learn more about your ability to limit Behavioral Ads below. Our third party ad 
network and exchange providers, the advertisers and/or traffic measurement 
services may themselves set and access their own technologies on your Device 
and track certain behavioral Usage Information via a Device Identifier. These 
third party technologies may be set to, among other things: (a) help deliver 
advertisements to you that you might be interested in; (b) prevent you from 
seeing the same advertisements; and (c) understand the usefulness of the 
advertisements that have been delivered to you. You acknowledge and agree 
that associated technology may access and use your Device and may set or 
change settings on your Device in connection with the associated operations. 
Note that any images (or any other parts of content) served by third parties in 
association with third-party ads or other content may serve as web beacons, 
which enable third parties to carry out the previously described activities. 
Statements regarding our practices do not apply to the methods for collecting 
information used by these third parties or the use of the information that such 
third parties collect. We do however work with third parties to make efforts to 
have you provided with information on their practices and any available 
opportunity to exercise choice. The relevant third party’s terms of service, privacy 
policy, permissions, notices and choices should be reviewed regarding their 
collection, storage and sharing practices. We make no representations regarding 
the policies or practices of third party advertisers or advertising networks or 
exchanges or related third parties. 
Some third parties may offer you certain choices regarding their practices. 
Further, while sites use a variety of companies to serve advertisements, you may 
wish to visit http://www.networkadvertising.org/optout_nonppii.asp, which 
provides information regarding this practice by Network Advertising Initiative (“
NAI”) members, and your choices regarding having this information used by 
these companies, including the “opt-out” procedures of NAI members. Opting out 
of one or more NAI members only means that those NAI members no longer will 
be allowed under their own rules to deliver Behavioral Ads to you, but does not 
mean you will no longer receive any targeted content and/or ads. 
Also, if your browsers are configured to reject cookies when you visit this opt-out 
page, or you subsequently erase your cookies, use a different Device or change 
web browsers, your NAI opt-out may not, or may no longer, be effective. You 
may also opt-out of receiving Behavioral Ads on participating sites and services 



by visiting the Digital Advertising Alliance (“DAA”) website 
at http://www.aboutads.info/choices/#completed. Similar limitations may 
apply to the DAA opt-out. 
We are not responsible for effectiveness of or compliance with any third parties’ 
opt-out options or programs. 
Additionally, when you make a purchase or attempt to make a purchase through 
the Site, we collect certain information from you, including your name, billing 
address, shipping address, payment information (including credit card numbers, 
email address, and phone number). We refer to this information as “Order 
Information.” 
When we talk about “Personal Information” in this Privacy Policy, we are talking 
both about Device Information and Order Information. 
  
HOW DO WE USE YOUR PERSONAL INFORMATION? 
We use the Order Information that we collect generally to fulfill any orders placed 
through the Site (including processing your payment information, arranging for 
shipping, and providing you with invoices and/or order confirmations). 
Additionally, we use this Order Information to: Communicate with you; Screen 
our orders for potential risk or fraud; and when in line with the preferences you 
have shared with us, provide you with information or advertising relating to our 
products or services. 
We use the Device Information that we collect to help us screen for potential risk 
and fraud (in particular, your IP address), and more generally to improve and 
optimize our Site (for example, by generating analytics about how our customers 
browse and interact with the Site, and to assess the success of our marketing 
and advertising campaigns). 
  
SHARING YOUR PERSONAL INFORMATION 
We share your Personal Information with third parties to help us use your 
Personal Information, as described above. For example, we use Woocommerce
to power our online store–you can read more about how Woocommerceuses 
your Personal Information here: https://woocommerce.com/data-protection-
policy/. We also use Google Analytics to help us understand how our customers 
use the Site – you can read more about how Google uses your Personal 
Information here: https://www.google.com/intl/en/policies/privacy/. You can 
also opt-out of Google Analytics 
here: https://tools.google.com/dlpage/gaoptout. 
Finally, we may also share your Personal Information to comply with applicable 
laws and regulations, to respond to a subpoena, search warrant or other lawful 
request for information we receive, or to otherwise protect our rights. 
As described above, we use your Personal Information to provide you with 
targeted advertisements or marketing communications we believe may be of 
interest to you. For more information about how targeted advertising works, you 
can visit the Network Advertising Initiative’s (“NAI”) educational page 
at http://www.networkadvertising.org/understanding-online-
advertising/how-does-it-work. 



Additionally, you can opt out of some of these services by visiting the Digital 
Advertising Alliance’s opt-out portal as previously mentioned above 
at: http://optout.aboutads.info/. 
  
DO NOT TRACK 
Please note that we do not alter our Site’s data collection and use practices when 
we see a Do Not Track signal from your browser. 
  
YOUR RIGHTS 
If you are a European resident, you have the right to access personal information 
we hold about you and to ask that your personal information be corrected, 
updated, or deleted. If you would like to exercise this right, please contact us 
through the contact information below. 
Additionally, if you are a European resident we note that we are processing your 
information in order to fulfill contracts we might have with you (for example if you 
make an order through the Site), or otherwise to pursue our legitimate business 
interests listed above. Additionally, please note that your information will be 
transferred outside of Europe, including to Canada and the United States. 
  
DATA RETENTION 
When you place an order through the Site, we will maintain your Order 
Information for our records unless and until you ask us to delete this information. 
  
CHANGES 
We may update this privacy policy from time to time in order to reflect, for 
example, changes to our practices or for other operational, legal or regulatory 
reasons. 
  
  
OUR COMMITMENT TO DATA SECURITY 
To prevent unauthorized access, maintain data accuracy, and ensure the correct 
use of information, we have put in place appropriate physical, electronic, and 
managerial procedures to safeguard and secure the information we collect 
online. 
  
HOW YOU CAN ACCESS OR CORRECT YOUR INFORMATION ON THE 
SITE  
You can access all your personally identifiable information that we collect online 
and maintain on the My Account page. We use this procedure to better 
safeguard your information. 
You can also correct errors in your personal information on the My Account 
page page or by emailing us at adapt@higherevolutionfitness.com . 
To protect your privacy and security, we will also take reasonable steps to verify 
your identity before granting access or making corrections. 
  
CONTACT US 



Should you have other questions or concerns about these privacy policies, send 
us an email at adapt@higherevolutionfitness.com or by mail using the details 
provided below: 
Higher Evolution Fitness LLC 
150 Cochin Trce 
Lexington, SC, 29072, United States 
	


